Nwc eAéyxw TtV yKupotnta prac Eykekpipuévng HAektpovikig Yrioypoadrg Kat XpovooAuavone

O €Aeyxog auTog yivetal anesuBeiag kat ano to Aoylopiko Adobe Reader, apkel va givatl mpoodpatng

£€kdoong (XI 1 DC). 1o AoylouLkd Ba TPEMEL TPWTA VAL YiVOUV OL TTApOKATW PUBUIOELC.

Edit -> Preferences

ErmiAéyoupe Trust Manager

3. Ol emloyég MPENEL va €lval OMWG OTNV TIAPAKATW €LKOVA. EMELTA MOTAUE TO KOUUTLA
“Update Now”. Emetta “OK”.

r =
Preferences
Categories: Trust Manager I
Commenting PDF File Attachments
Documents [] Allow opening of non-PDF file attachments with external applications
F Full Screen
General Restore the default list of allowed and disallowed file attachment types: Restore k.
Page Display 1
Accessibility Internet Access from PDF Files outside the web browser K
Adobe Online Services Unless explicitly permitted, PDF files cannot send information to the Internet.
Email Accounts
Forms Change Settings... [the:
Identity
Intern# Automatic Adobe Approved Trust List (AATL) updates
JavaScript
Language [] Load trusted certificates from an Adobe AATL server
Measuring (20)
Measuring (3D) [] Ask before updating Update Now
Measuring (Geo)
Multimedia & 3D Automatic European Union Trusted Lists (EUTL) updates
Multimedia (legacy)
Multirmedia Trust (legacy) [] Load trusted certificates from an Adobe EUTL server
Reading .
Reviewing [] Ask before updating Update Now
Search
Security
Hel
Security (Enhanced) ee
Signatures
Spelling I
Tracker
.
e [
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1. Edit -> Preferences
2. EmAéyoupe “Signatures”
3. Ztnv tunua “Verification” emthéyoupe “More...”
4. O0 TMPEMEL VO EIVOL EVEPYOTIOLNUEVEC OL ETINOYEG TTOU PaivovVTOL OTNV TAPAKATW ELKOVA



Signature Verification Preferences

—{  [] Verify signatures when the document is opened
[JWhen document has valid but untrusted signatures, prompt to review and trust signers
Verification Behavior
When Verifying:
— () Use the document-specified method; prompt if unavailable

(®) Use the document-specified method; if unavailable use default method
() Always use the default method: Adobe Default Security e

Require certificate revocation checking to succeed whenever possible during signature verification
Use expired timestamps

[JIgnore document validation information

Verification Time Verification Information

Verify Signatures Using: Automatically add verification information when
saving signed PDF:
() Time at which the signature was created
Askwh ification inf tion is too bi
Secure time (timestsmp) embedded (®) Ask when verification inforration is too big
in the signature O Always

() Current time () Mever

Windows Integration
Trust ALL root certificates in the Windows Certificate Store for:

Validating Signatures
[] validating Certified Docurents

Selecting either of these options may result in arbitrary material being treated as trusted content.
Take care before enabling these features,
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‘EAeyyoc

1. Otav avolyoupe Pnolakd umoyeypapévo Eyypado LLE TILOTOTOLNTLKO TIou £XEL EKS0BEL amo
Eykekplpévn Apxn Miotonoinong pe to Aoylopkd Adobe Reader, Ba mpémel va BAETOUUE TN
onuavon “Signed and all signatures are valid”. Me tov TpOmo autd HmopolUE va
BeBawwBoupe OtTL N unmtoypadn sival Eykupn Kal Sev £xel yivel ene€epyaoia tou eyypadou
UETA TNV urtoypadn).
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Emetta, yla va SoU e MepLoocoTePEC TANPodopieg KAVOU e KALK TTAVW o€ KABe umoypadn.

2. Em\éyoupe Signature properties

3. EAéyyoupe OAeg T MAnpodopieg mou epdavilovtal Wote va eival EyKUPEG KL va EXEL YIVEL N
£TIKUPWON Toug amo To Aoylopikd Adobe Reader.

i “Signature is valid, signed by ...”
ii. “The document has not been modified since this signature was applied”

iii. “The signature includes an embedded timestamp. Timestamp time: ... ”



Signature Properties >

Signature is VALID, signed by KONS 0 oo 2 o0 lh

% Signing Time: 2022/053/17 16:01:50 +03'00'

Source of Trust cbtained from Eurcpean Union Trusted Lists (EUTL).
a This is a Qualified Electronic Signature according to EU Requlation 910/2014

Validity Sumrmary

The document has not been medified since this signature was applied.

The certifier has specified that Form Fill-in, Signing and Commenting are
allowed for this document, Mo other changes are permitted,

The signer's identity is valid.

The signature includes an embedded timestamp, Timestamp time:

2022/05/17 16:02:56 +03'00°
Signature was validated as of the secure (timestarmp) time:
2022/05/17 16:02:56 +03'00"
Signer Info
The path from the signer's certificate to an issuer's certificate was successfully
built.
The signer's certificate is valid and has not been revoked.
Show Signer's Certificate..,
Advanced Properties.., Validate Signature Close
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4. Eméyoupe "Show Signer's Certificate" ywa va eAéytoupe TG TAnpodoplec Tou
TotomnoLNTikoU. EAEyXOUE TOV KAVOVIOUO WE Tov omoio £xeL ekdoBel kat tn didtatn mou
duldooetal. MpémeL:

i.  va éxelekboBei BdoeL tou EK 910/2014 (elDAS)
ii. va duldooetal og Eykekpluévn Adtaén Anuoupylag Yroypadng (QSCD)



Certificate Viewer o

This dialog allows you to view the details of a certificate and its entire issuance chain. The details
correspond to the selected entry. |

[ show all certification paths found

‘D Qualified eSignature Issuing | Summary Details Revocation Trust  Policies  Legal Motice
KONSTANTINGS (00 2

LL KOMNSTANTINGS Lo oD

Issued by:  APED Qualified eSignature Issuing CA
HELLEMIC PUBLIC ADMINISTRATION
Valid from: 202240225 03:00:00 +03'00°

Validto:  2025/02/25 02:5%.5% +03°00°

Intended usage: Digital Signature, Mon-Repudiation

& This certificate is Qualified according to EU
Regulation 10/2014 Annex |

The private key related to this certificate resides in
a Qualified Signature Creation Device (Q5CD)

Export .

® The selected certificate path is valid

The path validation and revocation checks were done as of the secure (timestamp) time:
20220517 16:02:56 +03°00°
Walidation Model: Shell
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5. Matape OK.
6. Natape “Advanced Properties” -> “Show certificate”

7. EMéyyoupe tnv Apxrl Xpovoornpavong, ToV Kavoviouo e Tov omolo €xel ekdoBsl kat tn
Slatagn mou puldooetal. Mpenet:

i.  vaéxel ekboBei Bdosl tou EK 910/2014 (elDAS)
ii.  va dulaooetal og Eykekplpévn Adtaén Anuoupylog Yroypoadng (QSCD)



Certificate Viewer *

This dialog allows you to view the details of a certificate and its entire issuance chain. The details correspond to
the selected entry.

[]5how all certification pathsfound§

APED Qualified Timestampin|  Summary Details Revocation Trust  Policies Legal Notice
APED OTSU A 2021

[LL APED QTSU A 2021
APED Time-5tamping Services
Issued by:  APED Qualified Timestarmping lssuing CA
HELLEMIC PUBLIC ADMIMISTRATION CERTIFICATION
Valid from:  2021/11/26 03:00:00 +03'00"

Valid to:  2026/11/26 02:5%:58 +03'00"

Intended usage: Digital Signature, Mon-Repudiation, TimeStamping

E This certificate is Qualified according to EU Regulation
910/2014 Annex |

The private key related to this certificate resides in a
Qualified Signature Creation Device (Q5CD)

Export...

£ >

@ The selected certificate path is valid.
The path validation and revocation checks were done as of the current time:

2022/05/30 16:13:10 +03"00"
Validation Model: Shell

oK
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‘EAeyyoc ue spyaheio tne EE

Mo va eheyxOei av éva apyesio £xel eykekplpévn umoypadn mou €xel xopnynBel amd mapoxo mou
Bploketal otn Alota Ue TOUCG eyKeKPLUEVOUC Ttapoxouc tng EE, pmopel va xpnotpomolnBel kat o
Tapakdtw cVVEeopog yla urtofolr Tou apyeiou:

https://ec.europa.eu/cefdigital/DSS/webapp-demo/validation



https://ec.europa.eu/cefdigital/DSS/webapp-demo/validation

